*Versão do software*: 1.10.2.

*Versão do Kernel*: 01/16

*Tipo de análise*: profunda

*Heurística*: detalhada

**Data de análise: 29 de setembro de 2017**

*ID da análise da rede*: FBA\_HQ\_LAN

*Faixa de rede*: 10.0.1.1 – 10.0.2.256

**Resumo da análise**

*Tarefa de análise: tráfego de entrada/saída do servidor de correio POP3/SMTP*

*Análise alvo: localização*

*Processos de rede verificados*: 45789

*Processos de rede suspeitos*: 1

*ID de máquina local suspeita: Novas*

*Endereço IPv4 da máquina local suspeita*: *10.0.1.150*

*Endereço IPv6 da máquina local suspeita: fe80::bdd1:203b:314f:1847%15*

*Máscara de sub-rede IPv4 da máquina local suspeita: 255.255.255.0*

*Gateway padrão do IPv4: 10.0.1.1*

*Servidor DHCP IPv4: 10.0.1.1*

*Servidor DIPv4 DNS: 10.0.1.2*

*NetBIOS sobre TCPIP ativado: Sim*

*Ligação de entrada: 254.255.200.256 - 10.0.1.150*

*Ligação de saída: 10.0.1.150 - 254.255.200.256*

*Ligação de saída Resolução de localização de domínio Whois: Servidores Ostland SMTP Grátis!*

*Faixa de resolução de localização: 254.255.198.1 – 254.255.210.256*

*Hora de início da análise*: 29/09/2017 18:30

*Hora de término da análise*: 29/09/17 18:55

*Tempo total da análise*: 25 min